
 

Zgłoszenie incydentu naruszenia bezpieczeństwa przez stronę trzecią 

 

Kolejny nr/Data: 

 

 

 

Informacje o stronie trzeciej zgłaszającej incydent, w tym naruszenie ochrony danych 

osobowych 

 

Imię i nazwisko osoby zgłaszającej:  

Funkcja osoby zgłaszającej:  

Nazwa własna strony trzeciej:  

Adres korespondencyjny:  

Telefon do osoby zgłaszającej:  

E-mail do osoby zgłaszającej:  

Dane administratora systemu (jeżeli dotyczy):  

Telefon do administratora systemu:  

E-mail do administratora systemu:  

 

Informacje o incydencie 

 

Data i godzina wystąpienia incydentu:  

Data i godzina wykrycia incydentu:  

Rodzaj działania (celowe/niecelowe):  

Źródło incydentu:  

Opis stwierdzonego incydentu:  

Działania podjęte przez podmiot trzeci:  

Opis szkód powstałych lub mogących powstać 

w systemie w wyniku incydentu: 

 

 Charakterystyczne cechy incydentu oraz 

uwagi: 

 

 

Gdzie: 

Typ: I – naruszenie integralności 

 C – naruszenie poufności 

 A – naruszenie dostępności 

 R – naruszenie rozliczalności 

 DO – naruszenie ochrony danych osobowych 


